Amenazas Informáticas

Link de la Nota:

https://[www.welivesecurity.com/la-es/2020/04/29/programa-quedate-casa-engano-busca-rob](http://www.welivesecurity.com/la-es/2020/04/29/programa-quedate-casa-engano-busca-rob) ar-informacion-usuarios/

**¿Qué tipo de amenaza es?**

Es un Spyware.

A través de este tipo de links, formularios o descarga de archivos adjuntos alguien puede proceder a obtener datos personales de usuarios o monitorear la información de algún dispositivo.

**¿Cómo comienza y cómo se propaga esta amenaza?**

Esta amenaza comienza con el envío de este tipo de spyware a distintas víctimas y de manera masiva.

Dentro del plan de la amenaza, generalmente se solicita a la víctima que reenvié el SpyWare a sus contactos, sin conocer el objetivo del envío.

**¿Hay más de una amenaza aplicada?**

Se podría esperar la existencia de otras amenazas como ser:

**Troyano:** La propuesta podría haber solicitado al usuario la instalación de un malware para obtener el beneficio.

**Backdoors:** Creada por el troyano anterior.

**Adware:** Creada por el Troyano Anterior.

**¿Qué solución o medida recomendarían?**

La medida que se puede recomendar es la verificación de la propuesta, para verificar si es real o no, también se puede verificar a través de buscadores en internet, o buscando información en el organismo que envió el email o link.